
身份校验缺失给管理工作带来挑战

智能体的访问和使用无身份校验

智能体服务无法精准适配

无法根据用户身份，如 “大一新生”、“辅导员”等，

匹配专属智能体服务，降低使用价值。

存在数据泄露风险

若智能体包含学生成绩、科研涉密数据、校内行政管

理数据，易被未授权人员获取。

不符合高校管理规范

高校对用户身份、数据访问权限有严格管控要求（如
仅教师可查看课程统计数据，仅管理员可修改智能体
配置），无校验机制会违反校内安全制度。



身份校验机制的必要性

智能体创建/发布

1

智能体上架审核

2

智能体访问权限

3

自有用户管理体系 / 对接学校统一身份认证



智能体对话中面临安全与舆情双重挑战

涉政

涉黄 谩骂违
禁

暴
恐

对话内容良莠不齐

无关闲聊、不当表述等情况频发，无规范约

束，对话偏离业务场景。

截图传播存在舆情隐患

不当对话易通过截图在社交平台扩散，损害

学校声誉。



设立对话内容安全策略的必要性

自定义配置

公共库对接

拦截追溯



以平台思维规划布局AI应用



AI 知识库平台
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大模型在学校落地的问题

幻 觉



AI知识库为智能体赋能

汇雅大模型

开源大模型 ......

AI知识库

智能体

提供多

种模型

商业大模型

+

业务AI知识库 课程AI知识库 ......



AI知识库 建设 共享



切片设置

分类、搜索

权限校验

AI知识库平台



AI知识库平台

多来源 多格式

结构化数据

数据库 数据集表格

包括 文本、音频、视频、图片等 无固
定格式的数据形式

非结构化数据

多模态

视频 音频图片上传 API推送网页抓取



高校自建知识库面临的问题

• 知识来源多样，如纸质文档、

网页发布的内容、各业务系

统中的内容

• 格式混杂，如Docx、Pdf扫

描件、Excel、数据库表等

多源异构数据
导致知识整合困难

• 高校政策频繁调整，但知识

库更新滞后， 如奖学金评定

规则、课程学分计算方式等

• 历史版本数据未标注失效时

间，如旧版培养方案与新方

案混杂

动态业务调整
导致知识缺乏时效性 • 业务部门各自维护业务知

识，缺乏统一审核机制，

当政策更新时，各部门独

立修改相关文档却未同步

协调，导致同一事项在不

同文件中表述矛盾

多头管理，责任归属不清
导致文档表述存在矛盾



高校自建知识库面临的问题

智能体回复精准度不够

切片、召回效果不佳

知识数量庞大且质量参差不齐
内容跨页文档；标题与正文无对应关系；含文本的图片

无法有效识别；错别字问题；语病问题

关键信息提取不当
文档有效时间、适用对象等不明确；页眉、页脚、角标

等无效信息干扰

语意模糊与专业壁垒
上下文或者跨文档出现重复、矛盾；专业术语指代不明，

依赖隐式规则



过 去 现 在

上传知识

数据清洗标注

切片、向量化

大模型

上传知识

切片、向量化

大模型

知识的清洗和加工非常重要





知识类型自动标注

松果数据标注与治理——版面分析

OCR识别



文档矛盾检测

自动跨文档甄别矛

盾内容，并诊断矛

盾原因，支持在线

编辑、删除。

松果数据标注与治理——内容检测



松果数据标注与治理——内容安全与隐私保护

敏感词过滤

对接公共敏感词库及支

持自定义敏感词/忽略词

自动脱敏

身份证号、手机号一键

脱敏，敏感词替换



挂接给智能体

AI知识库平台



答案准确度


